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by the �bre and low cost components.

Figure 3.21: OFDM-based PON architecture, [7].

The bandwidth is divided into orthogonal parallel sub-carriers by OFDM system and

one or more OFDM sub-carriers can compose a sub-channel, which becomes a transparent

pipe for arbitrary analog or digital signals delivery for both circuit and packet switched sys-

tems. Dedicated sub-carriers can be reserved as orthogonal transparent pipes for di�erent

services, such as legacy TDM services and RF mobile base station signals, e.g. Moreover, it

has been demonstrated that it is an architecture capable of transmitting standard WiMAX

signal along with two PON channels with no throughput loss and without altering the BER

performance of the two PON channels [105].

Each ONU is allocated with one sub-channel and can implement di�erent modulation

and security schemes. For the upstream tra�c, each ONU maps the data and/or the

signal to the given sub-carriers and sets all the other subcarriers to zero and completes

the modulation. Each subcarrier symbol can be modulated with QAM. These subcarrier

symbols are converted to a real-valued waveform with IFFT, called OFDM symbol, and

the DAC converts the digital word stream into an analog signal to generate an ODFM

frame. The OFDM frame is then converted into optical OFDM symbols at slightly di�erent

wavelengths to avoid beat noise. The OFDM symbols from di�erent ONUs will be combined

at the optical coupler, forming a single OFDM frame and detected by a single photo-

detector at the OLT receiver. At the OLT receiver, the OFDM signal is detected and the

synchronizer extracts the carrier phase and aligns the OFDM symbol boundaries. The data
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from di�erent ONUs are demodulated.

Thanks to the orthogonal nature of the channels, there is no interference among signals

from di�erent ONUs, but in the case of presence of non linear components, for the upstream

tra�c a small guard band between two ONUs' signals is necessary to minimize the inter-

carrier interference (ICI).

For downstream tra�c, the OLT encapsulates the data into the given sub-carriers and

time slots, according to the frequency/time domain scheduling results, and then converts

it to OFDM frame. The DAC similarly converts the digital signal to the analog one. A

directly modulated laser is driven by the signal current and the signal is converted into

optical OFDM symbols at same wavelengths. When the tra�c reaches the ONUs, each of

them demodulates the OFDM frame and picks out its own data from the proper sub-carriers

and time slots. For downstream tra�c no guard bands are necessary [106]. Schematics for

OLT and ONUs in the case of OFDM-based PON are shown in Fig.3.22.

Figure 3.22: Schematic diagram of OLT and ONU for OFDM PON, [7].

Compared with TDM-PON, OFDM based PON utilizes multiple wavelengths to trans-

mit, so it can have larger capacity and longer transmission distance. Compared with WDM-

PON, the use of OFDM reduces multiple receivers to a receiver and eliminates the need

for WDM demultiplexing in the upstream direction. Moreover, the system can dynamically

allocate bandwidth among ONUs with di�erent wavelengths and support various ONUs

with di�erent bandwidths. In addition, ONUs can be easily added or reduced without

recon�guring any hardware [7].



Chapter 4
Optical Wireless Networks

4.1 Free Space Optics systems

The use of LASER for free space communications is generally known as Free Space Op-

tics (FSO) or Optical Wireless technology, which is able to provide line of sight wireless

high-bandwidth digital communication links between remote sites, which was developed

for military purposes in the 80's. It is the ideal solution for the last hundred meters of

broadband requirements (the last mile) and can be an alternative to wired and wireless

technology. The last mile is typically seen as a key challenge for telecommunication com-

panies mainly because of its high installation costs.

FSO communications refer to the transmission of modulated infrared (IR) beams through

the atmosphere to set an optical communication link. Like optical �bres, Free Space Optics

uses lasers to transmit data, but instead of enclosing the data stream in a glass �bre, it

transmits through the air. The idea upon which Free Space Optics is based is the trans-

mission of collimated light beams from one telescope to another, using low power infrared

lasers in the THz spectrum. The used laser wavelength is invisible and eye safe. The light

from a Free Space Optical channel is intercepted by a lens (or a system of lenses) capable

of focusing photons on a highly sensitive detector receivers.

On Fig.4.1 the main blocks of a FSO based communication system are shown. The upper

blocks constitute the transmission part while on the bottom are shown the blocks on the
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receiver side. The light source commonly used is the Vertical Cavity Surface Emitting Laser

(VCSEL), as it generates a circular beam waist. The transmission lens collimates the beam

over a long distance. On the receiver side, a lens focuses the beam on the active region

of a photo detector. The choice of the photodiode is a very critical point in the design

of an Optical Wireless system. Detectors are generally either PIN diodes or avalanche

photodiodes (APD).

Figure 4.1: Block schematic of a FSO system.

Optical Wireless systems can cover distances of several kilometers. As long as there

is a clear line of sight between source and destination and enough received power, the

communication is guaranteed. Communications are demonstrated to be possible up to

5km; however the shorter the link range, the higher the quality of the transmission service

which can be reached. Data rates comparable to optical �bre transmission can be carried

out with very low error rates, and thanks to the extremely narrow laser beam widths, FSO

ensures that there is almost no practical limit to the number of separate Free Space Optics

links that can be installed in a given location and the communication link is intrinsically

secure as intrusion is quite improbable.

A new concept of Optical Wireless is a fully transparent FSO system, where the optical

beam is transmitted into the air directly from Single-Mode Fibres (SMF) and it is received

directly in a SMF, so the �bers are used as light-launchers and light-collectors, Fig.4.2. Since

this technique bypasses the conversion into the electrical domain, an all-optical treatment
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of the information can be realized and, as a consequence, the high performances achieved

in the optical �bre systems can be exploited. This technology makes possible high data

rate transmission [8]. The �rst transparent �bre communication system appeared in the

early 1990's as a consequence of the invention of Erbium-doped �bre ampli�ers. The signal

could be directly re-generated while propagating in an all-optical medium. No conversion

in the electrical domain was required. That was the �rst step towards Terabit global optical

networks. FSO opaque systems have been available on the market since the last decade

and still represent an optimal solution for optical networks. Instead, transparent systems

yet are a research project, but are expected in the next years to have a great impact on

the market.

Figure 4.2: (top) Opaque transmission system; (bottom) transparent transmission system.

The only essential requirement for FSO or optical wireless transmission is line of sight

between the two ends of the link. It can thus be fully considered as a wireless way of

transmitting information like radio-frequency wireless systems [108]. The apparatuses can

include the implementation of a system with variable tracking, generally for the apparatuses

inside the buildings, in order to compensate the thermal movements, or the the line of sight

can be maintained also by means of an adequate ray divergence. FSO is generally referred

to for outdoor communications, but indoor systems are also available.

Moreover, transparent FSO makes possible the use in FSO systems of Dense Wavelength

Division Multiplexing (DWDM) transmission [109], which is well-known for the possibility

of increasing the transmission bandwidth. This allows to enhance the capacity of opti-

cal wireless links, exploiting the full capacity of optical �bres and bringing DWDM into

the access network. However, coupling loss and atmospheric attenuation limit transparent

systems to short range links [110].
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A free space optical system can be described by the link equation of the light trans-

mission in atmosphere: the amount of received power is proportional to the amount of

power transmitted and the area of the collection aperture, it is inversely proportional to

the square of the beam divergence and the square of link range. It is also inversely pro-

portional to the exponential of the product of the atmospheric attenuation coe�cient (in

units of 1/distance) times the link range [119].

Prec = Ptransm
Arec

(Div ×Range)2
e−γ(λ)Range (4.1)

where:

• Prec is the signal power at distance L from the transmitter;

• Ptransm is the emitted power;

• γ(λ) is the attenuation or the total extinction coe�cient per unit of length;

• Arec is the area of the receiver telescope lens;

• Div is the divergence of the beam;

• Range is the distance between the transmitter and the receiver.

The variables that can be varied are: transmit power, receive aperture size, beam di-

vergence, and link range. The atmospheric attenuation coe�cient is uncontrollable in an

outdoor environment and is roughly independent of wavelength in heavy attenuation con-

ditions. The system designer should choose a link range short enough to ensure that at-

mospheric attenuation is not the dominant term in the link equation. The attenuation

coe�cient is composed of absorption and scattering terms. Generally is the sum of the

following terms:

γ(λ) = αm(λ) + αa(λ) + βm(λ) + βa(λ) (4.2)

where αm,a are molecular and aerosol absorption coe�cient respectively and βm,a are molec-

ular and aerosol scattering coe�cient respectively.
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4.1.1 Limiting factors

FSO systems allow high data-rates, virtually the same optical transmission band as �bre,

and it has advantages over other transmission systems, namely low cost, compact trans-

mission equipment, simple and rapid installation. Moreover this technology is compatible

with any kind of communication protocol, it is not a�ected by any interference other than

line-of-sight obstacles and it is safe because of high beam directivity.

The advantages of free space optical wireless do not come without some costs: there

are some factors that can limit the use of such systems, like variable attenuation due

to atmospheric conditions, need of line of sight, and limited transmission distance, e.g.,

approx. 5km [111]. The air transmission in fact doesn't ensure the integrity of the data

characteristic of the �bre transmission. The elements that limit the use of this technique

are caused by the propagation in the air of the electromagnetic �eld produced by the

emitter (LASER or LED). The weather factors and the optical signal loss have a certain

dependence degree on the working wavelength. The typically used wavelength is about 800-

1550nm. These choices come out the fact that the FSO apparatus realization was possible

only after the LASER perfecting in the optical �bre systems, so that the wavelengths used

in the FSO are the ones already used in the �bre transmission system: 800nm, 1300nm,

1550nm. But λ = 1300nm is not used because at this wavelength the weather loss even in

cloudless sky conditions is excessive.

Intensity and extent of the atmospheric e�ects in�uence the distance and the avail-

ability of the links. In general, weather and installation characteristics, that impair or

reduce visibility ,also a�ect the FSO performance. Atmosphere and weather conditions

a�ect light propagation because of absorption and scattering by molecular or aerosols,

scintillation due to the air index variation under the temperature e�ect, attenuation by

hydrometeor (rain, snow). However fog appears as the more penalizing element in the free

space optical link operation. FSO links are impaired by absorption and scattering of light

by earth's atmosphere. The atmosphere interacts with light due to the atmosphere compo-

sition which, under normal conditions, consists of a variety of di�erent molecular species

and small suspended particles called aerosols. This interaction produces a wide variety of
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optical phenomena: in particular molecular and aerosol absorption, molecular and aerosol

scattering, rain and snow attenuation, scintillations e�ects.

A selective absorption of radiation that propagates at speci�c optical wavelength in the

atmosphere results from the interaction between photons and atoms or molecules (N2, O2,

H2, H2O, CO2, O3, Ar, etc.) which leads to an elevation of the temperature due to the

adsorption of the incident photon. The absorption coe�cient depends on the type of gas

molecules and on their concentration.

Attenuation is a function of frequency but also of the visibility related to the particle size

distribution. This phenomenon constitutes the most restrictive factor to the deployment

of Free Space Optical systems for long distances. The visibility is a concept de�ned for the

needs of the meteorology. It characterizes the transparency of the atmosphere estimated

by a human observer: visibility is the distance at which it is just possible to distinguish

a dark object against the horizon. Under the in�uence of thermal turbulence inside the

propagation medium, random distributed cells are formed. They have variable size (10cm�

1km) and di�erent temperature. These various cells have di�erent refractive indexes thus

causing scattering, multipath, variation of the arrival angles: the received signal �uctuates

quickly at frequencies ranging between 0.01 and 200Hz. The wave front varies similarly

causing focusing and defocusing of the beam. Such �uctuations of the signal are called

scintillations.

Molecular and aerosol absorption

Molecular absorption is a selective phenomenon which results in a spectral transmission

of the atmosphere presenting transparent zones, called atmospheric transmission window,

and opaque zones, called atmospheric blocking windows. Aerosols, such as fog, dust and

maritime spindrift particles, are extremely �ne solids or liquids particles suspended in the

atmosphere with very low fall speed by gravity (ice, dust, smoke, etc). Their size generally

lies between 10−2 and 100µm. Aerosols in�uence the atmospheric attenuation due to their

chemical nature, their size and their concentration.

In the spectrum region used by FSO, attenuation coe�cient is only approximated by
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the coe�cient of scattering by the particles present in the atmosphere. The absorption

coe�cient depends on the type of gas molecules and on their concentration and the bands

centered at 850nm and at 1550nm are characterized by a low attenuation coe�cient: these

bands correspond to two of the three �bre transmission windows. Therefore, devices and

techniques used in �bre networks are compatible [120].

Scattering

The attenuation coe�cient γ(λ) depends on the absorption and scattering of laser photons

by di�erent aerosols and gaseous molecule in the atmosphere. Since laser communication

wavelengths (typically 785nm, 850nm, and 1550nm) are chosen within the transmission

windows of the atmospheric absorption spectra, the contributions of absorption to the

total attenuation coe�cient are very small. The e�ects of scattering, therefore, dominate

the total attenuation coe�cient. Atmospheric scattering results from the interaction of

a part of the light with the atoms and/or the molecules in the propagation medium. It

causes an angular redistribution of this part of the radiation with or without modi�cation

of the wavelength. Aerosols scattering occurs when the particle size are of the same order

of magnitude as the wavelength of the transmitted wave. In optics it is mainly due to mist

and fog.

The type of scattering is determined by the size of the atmospheric particle, with respect

to the transmission laser wavelength. This is described by a dimensionless number called

the size parameter α = 2πr
λ , where r is the radius of scattering particle and λ is the laser

wavelength [120].

Depending on the relationship between the particle size and wavelength, there are three

types of scattering: Rayleigh, Mie, and non-selective or geometric scattering. Rayleigh

scattering occurs when the atmospheric particles are much smaller than the wavelength. As

the particle size approaches the laser wavelength, the scattering of radiation o� the larger

particles becomes more dominant in the forward direction as opposed to the backward

direction. This type of scattering, where the size parameter varies between 0.1 and 50, is

calledMie scattering. The laser communication wavelengths areMie scattered by haze and
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smaller fog particles. The third generalized scattering regime occurs when the atmospheric

particles are much larger than the laser wavelength. For size parameters greater than 50,

the scattering is called geometric or non-selective scattering.

Weather conditions

The most limiting factor for optical beams propagating in a free space channel [121] is

the weather. In �ne conditions, the propagation can almost be as good as in a glass �bre.

Typical loss factor for clear sky is less than 0.6 dB/Km. In such an ideal situation, the link

range could brought to tens of kilometers. In order to keep the link on in most situations, the

range cannot ever be more than 5km, and hundreds of meters in the many common cases.

Very bad condition (heavy fog) can lead to attenuation coe�cient up to 300dB/Km. The

attenuation coe�cient, approximated by the Kruse relation [122], depends on atmospheric

visibility. The technical de�nition of visibility or visual range is the distance that light

decreases to 2% of the original power, or qualitatively, visibility is the distance at which it

is just possible to distinguish a dark object against the horizon.

The fog is the most limiting element because the physical dimensions of the drops are

comparable in size with the working wavelength and therefore the interaction degree is very

high. Fog attenuation for light is due to the Mie Scattering. Normally, the fog is divided

is dense and thick. Dense fog corresponds at a visibility of 5 m and the attenuation is up

to 300 dB/km. In case of thick fog (visibility at 200 m) the fog attenuation is 85 dB/km.

Therefore the fog is the main weather condition dangerous for optical wireless system. The

fog e�ect on these systems is similar to the rain e�ect on the RF systems. Observing right

statistics about the presence and the duration of the fog, a FSO link can be dimensioned

to work in the right way even if with thick fog. Besides we have to be sure to respect the

actual regulation to keep the power density under the level of eye safety.

Interaction of photons with rain particles belongs to non-selective or geometrical scat-

tering as the size parameter is higher than 100. In this case, the attenuation is very weakly

dependent on the wavelength. Thus 850nm and 1550nm are equally a�ected by the rain

[123]. The momentum of water particles is smaller than the wave vector module for some
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orders of magnitude. For this reason, due to the momentum conservation, the resultant

vector doesn't di�er too much from the incident wave. This is why rain e�ect is not partic-

ularly harmful. Typically the rain is classi�ed depending on the rain rate, R, measured in

mm/h. Cloudburst (visibility 1km) corresponds at R = 100mm/h and in this case the rain

attenuation is approximately estimated at 20dB/km. In case of R = 25mm/h the rain is

de�ned intensive (visibility 1, 9km) and corresponds at a attenuation of 7dB/km. Medium

rain (R = 12mm/h and visibility 2, 8km) the attenuation is 4, 6dB/km and �nally low rain

(R = 2, 5mm/h and visibility 5, 9km) are considered at a attenuation of 1, 8dB/km. Thus

rain doesn't represent a great concern for a FSO system design.

For snow size, the scattering is geometric or non-selective scattering. The scattering

particles are large enough that the angular distribution of scattered radiation can be de-

scribed by geometric optics. There is no dependence of the attenuation coe�cient on laser

wavelength. Falling snow simply absorbs the light by the irregular shapes of particles in

the size of about 2 up to 25mm, leading to a varying attenuation depending on the relation

of particle and receiver optics area. The attenuation due to snow fall has been modeled

based on dry or wet snows. the attenuation value due to the snow is bigger than the rain.

The attenuation increases up to 100dB/km in case of heavy snow.

In Fig.4.3, the e�ects of weather conditions on FSO link are resumed.

Turbulence

Occasional burst errors of the order of 1 ms or less occur during laser communication

transmission primarily due to small-scale dynamic variations in the index of refraction of

the atmosphere. Atmospheric turbulence produces temporary pockets of air with slightly

di�erent temperatures, di�erent densities, and thus di�erent indices of refraction. These air

pockets are continuously being created and then destroyed as they are mixed. Light trans-

mission in media follows the principle of Fermat, which states that light going from one

point to another follows the shortest optical path length, which depends on geometrical

distance and optical properties of the medium, given by the refraction index n. Conse-

quently, the refraction index has an impact on light propagation for free air, in particular,
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Figure 4.3: E�ects of di�erent weather conditions on a FSO transmission link.

di�erent refractive indexes cause scattering, multipath and variation of the arrival angle,

so the received signal �uctuates quickly. At sea level n is in the order of 1.0003, but it

depends on many factors, at least on: Wavelength, Temperature, Pressure, Humidity. The

constant mixing of the atmosphere produces unpredictable turbulent cells of all sizes, re-

sulting in received signal strength �uctuations that are a combination of beam wander and

scintillation. So, due to these e�ects, data can be lost as the laser beam becomes deformed

propagating through these index of refraction inhomogeneities.

These random distributed cells, generated by the e�ects of atmospherical turbulence

caused by solar heating and by the consequent thermal gradient inside the propagation

medium, have variable size, from 10cm to 1km, and di�erent temperature. The in�uence

of each e�ect depends on the size of these turbulence cells with respect to the laser beam

diameter [124]. When the received signal �uctuates, also the wave-front varies similarly

(changing the angle of received light and causing a spot of light dancing around the focal
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point), causing focusing and defocusing of the beam and a varying input power at the

receiver. Such �uctuations of the signal are called scintillations (see Fig.4.4(a)). The am-

plitude and frequency of scintillations depend on the size of the cells compared to the beam

diameter; if the size of the turbulence cells is smaller than the laser beam diameter, ray

bending and di�raction cause distortions in the laser beam. The intensity and the speed of

the �uctuations (scintillations frequency) increase with wave frequency. A redistribution of

the power within the aperture occurs: small variations in the arrival time of various compo-

nents of the beam wave front produce constructive and destructive interference, and result

in temporal �uctuations in the laser beam intensity at the receiver. These �uctuations in

the received power are similar to the twinkling of a distant star. Without turbulence the

power is supposed to have a Gaussian pro�le, instead in turbulence condition the random

interference pattern generates speckles. The speckle can be �dark� (corresponding to de-

structive interference) or �light� (corresponding to constructive interference). The radius of

the speckle scales like (λR)1/2, which translates into smaller size for both shorter distance

and wavelength. Scintillation can be reduced through the use of large transmit and receive

apertures, and multiple transmit beams [124]. An automatic gain control with su�cient

bandwidth can prevent variations in received power from distorting the received data,

maintaining an adequate SNR, by keeping the power level constant.

When the light crosses di�erent sheets of air, the beam is deviated (re�ection of light)

because of a temperature or pressure gradient. This e�ect leads to results similar to mis-

alignment or building sway, causing a reduction of received power which can get critical

for very small divergence. In this case, the size of the turbulence cells is larger than the

beam diameter and the laser beam as a whole randomly bends, causing possible signal loss

if the beam wanders o� the receiver aperture (see Fig.4.4(b)).

Solar interference

Sunlight can a�ect FSO performance when the sun is collinear with the free space optical

link. In clear sky condition an intensity of 1000W/m2 reaches the ground of the earth. The

light of the sun represents noise for a wireless optical system [125], especially for opaque
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Figure 4.4: (a) Scintillation; (b) beam wandering.

systems, in fact photons can enter the receiving optic and can be focused on the active

area of the PIN or APD photo-detector. This gives rise to a further unwanted photo-

generated current which adds to the signal current. The e�ect of solar noise is ampli�ed

sunrise and sunset. In such circumstances the sun is very low over the horizon and solar

beams might set in-axis with the receiver lens. As a consequence bursts of errors can occur.

The so-called windows of transmittance of the atmosphere include the two most important

wavelength regions, leading to speci�c intensities of about 0.5 to 0.9 Watts per square meter

and per nanometer (W/m2nm) in the 850nm spectral region and about 0.17W/m2nm in

the 1550nm region for direct sunlight on ground. Values for speci�c attenuation between

0.2dB/km under very clear atmospheric conditions up to about 10dB/km due to dust in

urban regions are reasonable. Ambient light e�ect can be limited using spatial �lters or

cylindrical shields, as in the typical structure of the telescopes, or alternatively optical

�lters that let pass through only the desired wavelength or, where possible, by orientating

the system in such a way as the receiver to be not exposed to ambient light.

Objects interference

A problem existing only for the FSO is that of the interference due to objects that cross

the beam, particularly the passage of birds. Anyway the use of large receiving optics and

transmission redundancy reduce the impact of this phenomenon. In standard conditions

the interposition of an object that leaves uncovered even one transmitter at only 2% of the

receiving optic will not cause the link drop.



4.1 Free Space Optics systems 107

Line of sight

Another important aspect of optical wireless systems, related also with objects interference

illustrated in the previous paragraph, is the necessity of the line of sight between transmit-

ters and receivers. The two devices need to be in reciprocal visibility in order to guarantee

that the transmission would be received. Sometimes it is possible to create a �virtual line

of sight� by means of properly placed mirrors, if permitted by the installation �eld, as it

will be shown in the experimental tests of Section 4.2.

Mechanical stability

The last, but not the least, factor in FSO systems performance, is the mechanical stability

of the assembled transmitting/receiving devices that could give some problems. In fact a

small angular variation (generally one or two milli-radians) is enough to determine the

misalignment of the system, especially in path longer than 1km. A more widespread beam

can be used to solve the problem, in order to let the receiver always illuminated also in

presence of angular variations. Nowadays are available devices with automatic alignment.

Pointing

An essential aspect of the installation of an optical wireless link is pointing [112]. Pointing

is important both at the transmitter and the receiver sides. The transmitter has to be

pointed accurately to ensure e�cient delivery of energy to the receiver. The receiver has

to be pointed properly to ensure that the signal entering the receiver aperture reaches

the detector. To ensure good reception, the divergence of the transmitted beam and the

receiver �eld-of-view has to be greater than the beam (or pointing) jitter. Let's assume that

a transmitter with a full-width-at-half-maximum (FWHM) beam divergence θ is used. A

3dB mispointing allowance implies that the transmitted beam should never be pointed more

than ±θ/2 from the nominal direction. Furthermore, assume that the long-term statistics

of mispointing takes a Gaussian distribution having a standard deviation σ. If we want

the pointing loss to be less than 3dB for 99.999% of the time, then the FWHM must be

greater than 8σ. Clearly, the optimum beam divergence is dictated by the pointing jitter
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and greatly depends on the location and mounting of the transceiver. Even in the absence

of the atmosphere, keeping two transceivers pointed accurately at each other at all time,

to better than one milli-radian is a challenge. A great deal depends on how and where

the transceivers are located. When a transceiver is mounted on a roof of a high building,

building sway contributes signi�cantly to the pointing error. A high-rise building can sway

more than a meter (equivalent to one milli-radian for a one-kilometer link). The roof itself

often houses air-conditioning and ventilation units, as well as lift and other mechanisms

that cause vibration in the low tens of Hertz. Moreover, some roofs are not very solid and

can deform when someone walks on them. Temperature changes (diurnal and seasonal)

and uneven heating by the sun can deform the mount enough to throw the pointing o�.

Some FSO customers have indicated that they need to realign the transceiver units few

times a year for this reason. Optical wireless transceivers and their mounts have enough

wind resistance that they are tilted in heavy winds.

4.1.2 Advantages

Besides all the limiting factors that a�ect an FSO system, there are a lot of reasons why

the optical wireless technology seems to be a valid solution for the �Last mile problem�.

No license: No licenses are necessary required to install optical wireless system based on

laser emission. Therefore the installation of the links can be realized with reduced

costs respect to radio wireless technology.

Costs saving: Optical wireless systems reduce the installation and license costs. As there

are no considerable costs to wire the cables, cost of installation are minimized and

much more compared with traditional cabling technology.

Investment protection: Free space optics solution protects the client investment. The

equipments are designed to be easily updated, increasing bandwidth and distance,

without raising costs.

Interference: Since the systems links transmit infrared light, performance are not sensi-

ble to electromagnetic noises and is not subject to interference with other wireless
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devices.

Bandwidth: The data communication of free space optics technology allows the same

bandwidth of �bre optics.

Flexibility: Optical wireless system is di�erent depending on the distance required by

the client. Links can be realized roof-to-roof, window-to-window and roof-to-window.

Therefore the user can make the best choice of equipments depending of the installa-

tions. Moreover, the FSO transceivers have small dimensions, generate an extremely

narrow beam and can transmit across the windows, can therefore be installed inside

building in case of overcrowded roofs, without any necessity of wiring as far the roof.

The only necessity of these systems is the existence of a visibility wave between the

two apparatuses extremities LOS.

4.1.3 Security

Network operators and administrators have a great interest in the security, because op-

tical wireless systems send and receive data through the air between remote networking

locations. Network security is one of the major concerns for any business or organization

transporting sensitive and con�dential information over the network. Such topics involve

the lowest network layer, typically referred to as the physical layer (layer one), as well

as higher software layers of the networking protocols. Most of the interception activity

by outside intruders occurs within higher protocol software layers. Password protection or

data encryption are examples of counter measures to protect the network from outside and

unwanted tampering. Intrusion of the physical layer itself can be another concern for net-

work operators, although it is a far less likely target for unauthorized access to networking

data. This can be a threat if information is transported over a copper based infrastruc-

ture that can be easily intercepted, but optical wireless transmissions are among the most

secure connectivity solutions, regarding network interception of the actual physical layer

[113]. Security and interference problems are very common in radio frequency (RF) or

microwave-based communication systems. The wide spreading of the beam in microwave

systems, combined with the fact that microwave antennas launch very high power level
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signals is the main reason for security concerns. An outside intruder can easily intercept

the beam or power re�ected from the target location and pick up sensitive network infor-

mation by using a �spectral scanner� tuned to the speci�c RF or microwave transmission

frequency. Unlike in microwave systems, it is extremely di�cult to intercept the optical

wireless light beam carrying networking data, because the information is not spread out

in space but rather kept in a very narrow cone of light. Moreover, optical wireless systems

operate in the infrared wavelength range above the visible spectrum, therefore the human

eye cannot see the transmission beam. As a consequence, FSO systems are intrinsically se-

cure thanks to their nature of narrow and invisible beam. The small diameter of the beam

at the target location is one of the reasons why it is extremely di�cult to intercept the

communication path of an FSO-based optical wireless system. As shown in Fig.4.5, on the

contrary to microwave systems, optical beams are featured by very low beam divergence,

especially when an active system is used. Beam size is important to secure the connection:

the larger the beam, the easier it would be for someone to �nd the beam and to place a

mirror or receiver the beam and without breaking the connection.

Figure 4.5: A narrow beam is less interceptable and this makes an FSO system more secure.

Many obstacles made very unlikely to intercept an optical wireless communication:
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• The intruder must know the exact origination or target location, in fact the beam is

narrow and invisible making harder to �nd and even harder to intercept and crack.

Moreover it cannot be sensed with a spectrum analyzer or with an RF meters.

• The intruder must have free and undisturbed access to the installation location of the

optical wireless transceiver; usually the location is part of the costumer premise as

the roof or an o�ce, when optical wireless equipment is installed behind the windows.

The two remote networking locations the beam typically passes through the air at

an elevation well above ground level, so the direct interception of an optical wireless

beam is very di�cult.

• The intruder must to be able to install electronic equipment without being observed

and he needs a matching FSO transceivers carefully aligned, which is a di�cult

operation.

• Even if the intruder would succeed in overcoming all other obstacles, he would ob-

scure the LOS, therefore it would be immediately noticed that something is happen-

ing. The chance of being discovered is real, because by blocking one of the beams,

the company when investigating the problem could discover the intrusion attempt.

Due to the fact that the transmission beam is invisible and that any attempts to

block the beam would occur near the optical wireless equipment terminus points, the

transmission process imposes another obstacle. Since the beam needs to be line of

sight, surveillance cameras could easily be used to monitor the installation and beam

path to detect any suspicious activity.

• Picking up the signal from a location that is not directly located within the light

path, by using light photons scattered from aerosol, fog, or rain particles that might

be present in the atmosphere is virtually impossible because of the extremely low

infrared power levels used during the optical wireless transmission process.

Moreover, thanks to the huge bandwidth available higher protocol layers can be used

in conjunction with layer one optical wireless physical transport technology to encrypt

sensitive network information and provide additional network security.
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For all these reasons, optical wireless communication systems are among the most secure

networking transmission technologies, to the point that in the early days of FSO develop-

ment, the ability to transmit information at high data rates was actually a less important

factor than the fact that FSO technologies o�ered one of the easiest and most secure

ways to exchange information between remote locations. In fact, military organizations or

government entities that rely heavily on extremely secure transmission technologies were

among the earliest users of optical wireless communication systems as a way to avoid signal

interception. Therefore, it is understandable why the study of FSO technology in military

labs and security agencies dates back several decades.

4.1.4 Comparison with other technologies

Nowadays the �last mile� is still a dilemma for the world's telecommunications carriers,

despite the many attempts to �x the problem with di�erent technologies:

• DSL and cable modems can, to some extent, take advantage of existing wired net-

works; however, they cannot provide true broadband services in a deterministic way.

DSL technology is plagued by the actual topology of the copper to which it is at-

tached, and is limited in distance (from the central o�ce) and capacity (several

Mbps). Cable modems enjoy higher capacity, yet the channel is shared and the

amount of bandwidth at any given time is not guaranteed.

• Unlicensed wireless RF technologies are also limited in capacity, and carriers are

reluctant to install systems that might have interference issues. Licensed wireless

RF technologies can provide very high capacity, but the non recurring initial capital

expenditures for spectrum licenses usually makes the business model very di�cult

to implement. Additionally, in any given city the licenses permit only two carriers to

participate.

• FSO technologies o�er optical capacity but are typically deployed at lengths under a

kilometer for reasonable availability. FSO has a major time-to-market advantage over

�bre. Fibre builds often take 6 to 9 months, whereas an FSO link can be operational
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in a few days.

• Millimetre wave technology at 60GHz is unlicensed due to oxygen absorption and

is capable of higher capacity than frequencies at longer wavelengths. However, it is

susceptible to outage in heavy rain regions and is thus limited in range (about 400m

or so).

• W-band technologies are just starting to come out of the lab and are being licensed

on a link-by-link basis. However, they are likely to be licensed in the future due to

their relatively good propagation characteristics.

Regarding the access network, nowadays many technologies exist and it is important

to state beforehand that each technology has an own area of usage, where it is the best

solution, but does not exist a unique technology that would be a solution for every problem.

Optical wireless communication links up to 6km (exactly the distance required for last

mile applications) with a bandwidth up to 2.5Gbps, larger respect the radio wireless and

microwave technology [114].

Traditional cabling o�er performances much more high (distance and bandwidth) but

even time and cost of installation are very high compared with free space optic communi-

cation [115].

Fibre-based passive optical networks (PONs) represent a highly attractive approach,

due to the relatively low cost per subscriber. However, the inherent high capacity of �bres

is shared among a number of users, thereby reducing the capacity per user, and the deploy-

ment times can still be quite long, depending on the location of any particular subscriber.

The comparison with �bre optics emphasizes the versatility of free space optics technology

due to low costs and fast and easy installation.

Radio frequency (RF) �xed wireless systems are a credible access option, but they are

limited in data rate, require FCC licensing, are subject to rain fading, and are costly

relative to other access schemes. The logical consequence of this situation is that one must

select an approach that best meets the needs of a speci�c deployment.

In Fig.4.6 the di�erent available technologies in the world telecommunications carriers

are shown. For each of them are de�ned the characteristic referred at distance, bandwidth,
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security and other important qualities.

Figure 4.6: Di�erent access technologies comparison.

4.1.5 Applications

FSO applications span over a wide range from satellite links to robotics and generates

interest for several distinct markets, namely: the last mile high bandwidth internet con-

nectivity, the temporary high bandwidth data links, the mobile telephony backhaul (3G),

satellite links as well as the various applications where the optical �bres cannot be used.

Optical wireless represents an approach with wide and broadly based applications appeal

because of its many features.

Last mile: Optical wireless systems represent one of the most promising approaches for
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Figure 4.7: FSO technology application examples: (a) last mile; (b) indoor; (c) back-

up/disaster recovery; (d) telephony; (e) �bre extension; (f) local area networks.

addressing the emerging broadband access market and its �last mile� bottleneck.

These robust systems, which establish communication links by transmitting laser

beams directly through the atmosphere, have matured to the point that mass-produced

models are now available. Optical wireless systems o�er many features, the most

important are low start-up and operational costs, rapid deployment, and high �bre-

like bandwidths [116]. Available systems o�er capacities in the range of 100Mbps to

2.5Gbps, and demonstration systems report data rates as high as 160Gbps.

The ideal attributes of a generic broadband access approach are low installation cost

as well as cost per bit/second associated with each subscriber and low �rst-in cost (i.e.

the cost of launching access service for the �rst few subscribers). Moreover, an ideal

broadband access approach should also o�er rapid deployment, so carriers can begin
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generating revenue as quickly as possible. Another important feature is the capability

to provide a high capacity to each subscriber, thereby enabling multiple services to

be utilized. This capacity should be easily scalable, not only in overall bandwidth,

but also in the total number of subscribers that can use the access equipment. The

ideal access approach should be available for a high percentage of the time (up

to 99.999% availability), and able to propagate data over relatively long distances.

Each broadband-access approach o�ers a �zone of advantage�, that is, each approach

o�ers a more optimal performance for certain speci�c applications and deployment

strategies.

Optical wireless can be seen as an appealing solution for the last mile bottleneck, as

shown in Fig.4.7(a).

Indoor systems: Optical wireless is an optimal solution for indoor, such as LAN appli-

cations. It enables very high transmission speed and multi-channel operation. This

properties adapted to the wireless type of communication can be a very promising

alternative to traditional radio wireless techniques (802.11x). Contrary to outdoor

applications, an undirectional transmitter is required, since receivers are free to be

placed wherever into a cell. Thus tens of degrees divergences have to be considered

for systems design. In this case multiple re�ections from walls and ceilings can be

exploited. The idea is shown in Fig.4.7(b).

Di�erent approaches can be used as antenna to distribute a signal over a room,

such as LEDs transmitter that di�uses signals with wide angles (similarly to IrDA

systems and remote control), focusing controlling of a lens or a system of lenses,

taper fabricated on a �bre end.

The �rst two solutions are extremely simple and have been already used in thousands

of circumstances. The last is nowadays the most prospective. Tip fabrication is made

controlling �bre's etching in a hydrogen �uoride acid (HF) solution. The �bre is �rst

immersed in the solution and then pulled out slowly. The pull out speed controls the

shape of the tip and thus the angular pattern radiated from the �bre end [117].
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Back-up and disaster recovery: Thanks to the use of a completely di�erent transmis-

sion method and to the fact that FSO can be virtually integrated into any infras-

tructure due to their unparalleled bandwidth range and industry standard interface

selection, FSO technology is usually named a �nomadic solution� [110]. Consequently,

FSO o�ers a perfect backup solution regardless the type of the main link, by provid-

ing consistent connection should the primarily link fail (Fig.4.7(c)). The tragic event

of September 11th, 2001 was an example of FSO for disaster recovery.

The attacks severely damaged segments of the court's communications system. To

reconnect the Manhattan buildings to each other and to facilities located throughout

the state, telecommunications specialists at the court system turned to Free Space

Optics. Each FSO system, which reconnected the main buildings at Ground Zero and

recovered the main infrastructure, provided an OC-12 line with 622Mbps.

Telephony: For corporate users the 2Mbps E1 line is a frequently used solution to inter-

connect telephone exchanges. The interconnection however is often via leased lines,

which means recurring costs. Through FSO there are no rental costs or frequency al-

location fees thus making the intero�ce calls completely free. O�ering both balanced

and unbalanced connection on the industry standard G.703 2Mbps copper interface

assures compatibility with any standard E1 port without the need for additional

hardware (Fig.4.7(d)).

Fibre extension: The principle of operation of FSO corresponds to the �bre optics trans-

mission one and there are many similarities between these two transmission methods

[118]. One of the most important is that in theory the same transmission capacity

can be achieved with both technologies, so that FSO is often referred to as �wire-

less �bre�. FSO links can easily be used either to extend the coverage of �bre optic

network, as shown in Fig.4.7(e), or to interconnect two �bre segments where laying

down �bre optic cable is not viable.

Local Area Network (LAN): Delivering true wire speed full duplex connection FSO

links can extend the boundaries of LAN's even at Gigabit speed without creating
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bottlenecks. The physical layer connectivity is transparent to all protocols and does

not require any con�guration. O�ering industry standard copper and �bre inter-

faces the integration into the local infrastructure is easy and straightforward. The

FSO technology is a one-time investment as neither frequency allocation nor leas-

ing fees are involved. Basically FSO is an ultimate connectivity solution for LAN

users (Fig.4.7(f)) exhibiting the best price-performance and reliability available on

the market today.

4.2 Experimental transparent system

A transparent system launches and collects power directly through single mode optical

�bers, so, eliminating the bottleneck due to electrical-optical-electrical (EOE) conversion,

transparent FSO systems allow to exploit all the optical bandwidth o�ered by the use of

�bers [8] and to realize a direct connection with access networks [126, 109]. Moreover, they

allow the use of WDM technology, increasing the total capacity of the system [109]. On the

other hand, the coupling losses and the atmospheric attenuation limit transparent systems

to short-range links, such as hundreds of meters [111].

In this section, an experimental transparent system realized in collaboration with the

Istituto Superiore delle Comunicazioni (ISCOM) at The Italian Economical Development

Ministry (former Italian Communication Ministry) is presented.

A �eld trial test-bed with a real 100-meter long transparent FSO link has been realized,

that can provide high bit rate connectivity and supports DWDM transmission.

As a �rst step, two micrometer devices to allow all the degrees of freedom for the

�bres and lens have been assembled, (Fig.4.8). These devices can move in all directions

to guarantee an accurate alignment of �bre and lens in both transmitter and receiver

sides, because, as said in Section 4.1.1, pointing is an important aspect for wireless optical

systems.

The devices that realize the �bre-air-�bre coupling are placed inside two side-by-side

rooms, not in reciprocal visibility, at the �rst �oor of the Ministry. The line of sight is

obtained by using a mirror placed 3.5m below the laboratories, outside in the courtyard,
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Figure 4.8: Devices for transparent FSO �eld trial.

as shown in Fig.4.9.

Figure 4.9: Top view of the site of the experiment.

The complete setup is distributed across two �oors: the lab with the transmitter (ITU

DFB multi-source) and the receiver (BER Tester) is on the ground �oor, the devices for

optical wireless connection are at the upper �oor. The signal generated by the transmitter

is sent into a single mode �ber and reaches the upper �oor, there, it is ampli�ed and

transmitted through the air by a telescopic lens capable of collimating beams over long
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distances. Then, it passes through the FSO transparent system via the outside mirror, is

collected by a GRIN lens, to e�ciently couple the power back into a single mode �bre core,

and comes back to the lab at the ground �oor.

The transmitter consists of three DFB laser sources at the 1549.3nm, 1550.1nm and

1550.9nm ITU-T wavelengths (L1, L2, L3 in Fig. 4.10), and, for the sake of experiment,

they carry data modulated at 2.5, 10 or 40Gb/s with a PRBS pattern length of 231 − 1.

The DFB laser sources are coupled together and modulated. In order to simulate distinct

communication channels, di�erent channels have been decorrelated using a Mux-DeMux

cascade with di�erent delays. The multiplexer used has a −3dB channel width equal to

420pm.

Figure 4.10: Schematic of the experimental set up.

The total attenuation faced by the signal and due to coupling losses, free space transmis-

sion, and misalignment is about 21dB. The optical signal passed through two glass windows

responsible for an increased attenuation equal to 1.5dB. The power launched through the

air, at the output of the lens, necessary to obtain error free reception is equal to −5dBm.

The Bit Error Rate (BER) value has been measured for every channel in the WDM

transmission. These measurements have been made using an Anritsu BER tester with a

digital NEL receiver. A variable attenuator (VAT) along the optical path has been used to

measure the BER versus di�erent channel power received.

A critical point was to assemble the receiving and transmitting devices, because they

have to be be completely adjustable in the three dimensions in order to make possible
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the alignment of the whole system. This leads to mechanical instability (typical limitation

in this kind of system, as illustrated in Section 4.1.1), that can be easily solved by using

suitable commercial devices. Another critical point was the mechanical instability intro-

duced by the mirror, that can be solved according to the peculiar site con�guration. The

impact of these instabilities is derived from the comparison of back-to-back and in-�eld

measurements with di�erent weather conditions.

For the �rst experiment, BER versus received power measurement of a 2.5Gb/s trans-

mission have been done. In order to test the performance of the transparent system, three

di�erent situations have been considered: a BTB connection, an in �eld experiment with

good environmental conditions and the same in �eld system in presence of high wind con-

dition (Fig.4.11). These early results underline the impact of the mechanical instability on

the link performance. Nevertheless, in the worst case situation the realized link can ensure

complete reliability with a power emission far below the regulations threshold (IEC 60825).

Figure 4.11: BER versus received power: (squares) BTB; (triangles) �eld trial test with

turbulence; (diamonds) �eld trial test without turbulence.

Then, two transmissions at 10Gb/s and 40Gb/s respectively have also been sent and

the performance of both in the �eld systems were evaluated for DWDM data transmission,

considering 3 channels, with a channel separation equal to 100GHz. In Fig.4.12(b) BER

measurement for the 10Gb/s transmission are shown: triangles are related to a single
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channel BER measurement without interfering channels, while dots and squares are related

to BER measurements with interfering channels, simulating WDM data transmission, taken

in the late afternoon, around 6 : 00 pm, of two di�erent days with di�erent atmospherical

conditions. In particular, dots are related to a measurement taken in a day when station

readings were T = 12◦C with 60% humidity and no wind, whereas squares are related to

measurement with a temperature of T = 14◦C with 70% humidity and no wind. Error free

transmission has been achieved in both cases. As it can be noticed by the eye diagram

on the left side of the Fig.4.12, there were small �uctuations on the ones, probably due

to stabilization problems. The optical head of the oscilloscope has a bandwidth equal to

60GHz. Furthermore, from the analysis of the BER curves at di�erent temperature values

(dots and squares in Fig.4.12), it is possible to notice that a temperature increase a�ects

the system performance, as expected.

Figure 4.12: 10Gb/s transmission. (a) Eye diagram, (b) BER measurements at di�erent

conditions: (triangles) no inerfering channel, (dots) two interfering channels, T = 12◦C

with 60% humidity and no wind, (squares) two interfering channels, T = 14◦C with 70%

humidity and no wind.

In addition, several tests have been performed to evaluate the performance of the 40Gb/s

system. The signal is obtained via electrical multiplexing of four 10Gb/s sequences. The eye

diagram and the measure of the Q-Factor of the 40Gb/s signal versus the received power

are reported. In this case, the measurements have been made under good atmospheric

conditions. For the Q-factor a value of 7.8 has been achieved, which corresponds to a BER
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of about 10−12, granting a virtually error free transmission.

Figure 4.13: 40Gb/s transmission: (a) Eye diagram, (b) Q-factor.

For both data bit rates, no inter-channel interference was observed. The tests highlight

the importance of the mechanical stability in this kind of system, underlined in particular

by the BER measurements of the �rst trial (Fig.4.11) with 2.5Gb/s transmission, but also

the possibility of integrating these systems with the current access networks, decreasing

the installations costs and maintaining high transmission quality.



Chapter 5
Conclusions

In the following section, the main results of this Thesis work will be summarized and some

concluding remarks will be given.

The aim of this thesis has been to investigate the use of optical techniques in the next

generation access networks, which is growing ever and ever, considering three di�erent

aspects: the level of security related to the use of optical code division multiple access

techniques in the last segment of the network, the enhancement of network performance

thanks to the use of advanced modulation formats and the free space optic technology

proposal that is an alternative optical connection that could be a versatile and cost-saving

solution, maintaining the bandwidth of �bres.

In Chapter 2, OCDMA techniques and characteristics of optical codes have been de-

scribed and the analysis have been focused on the level of security assured by this technique,

because, due the increasingly application of optical technologies in access networks, phys-

ical layer security is gaining a lot of interest to avoid information theft along the optical

link.

OCDMA has been indicated as a potential secure technique, thanks to the fact that

the transmitted signal is encoded by a speci�c code word and the intended receiver needs

the same code word to correctly rebuild the transmission. However, several theoretical and

experimental studies have demonstrated that ODCMA technique presents some vulnerabil-

ities and cannot be considered secure without some precautions. Therefore, two solutions

124
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have been proposed in order to increase the con�dentiality level in OCDMA networks.

The former is related to optical �cryptographic� techniques, by means of a multiport

encoder/decoder device, able to generate and process N PSK codes at the same time. The

multiport E/D is an AWG based device with N input/output ports, which exploits the

characteristics of an AWG to generate PSK codes as a copy of the input laser pulse on

a single wavelength and using a time-spreading technique. It can process both unidimen-

sional and n-dimensional codes, generated by sending n laser pulses to the encoder input

simultaneously.

Di�erent con�gurations of this device can perform bit- and block-ciphering schemes,

realizing signal encryption at physical layer.

The bit-ciphering consists of a direct correspondence between bits and optical codes; n-

dimensional codes and spectral-phase codes have been considered. The �rst family of code

is generated by sending n laser pulses to the input port at the same time, obtaining codes

that are the sum of n PSK codes and that are composed of n frequency channels. In order

to increase network con�dentiality, a further degree of freedom have been introduced with a

set of phase shifter at the encoder input ports, obtaining a spectral-phase code by changing

the phases of the input coherent laser pulses. For the bit-coding scheme, network security

have been calculated in term of the number of years required to �nd the matched code with

an exhaustive search attack, or brute force code searching. It is possible to observe that

spectral-phase encoding is more robust than n-dimensional encoding, thanks to the fact

that it allows the generation of 2N codes, where the secret key is the sequence of N phases

of the codes that can be varied. Instead, n-dimensional encoding allows the generation of N

n

 code words. In both cases the eavesdropper is considered able to test 107 codes

per second, even if, with the present level of optical technology, it is quite unlikely to test

million optical codes per second, therefore the obtained results can be considered an upper

bound for optical network security.

In the block-ciphering technique, a sequence of m bits is encoded onto one of M = 2m

code words, therefore in this case, the secret key is based on the logic of assigning a

di�erent code to each bit sequence. The number of possible secret keys coincides with
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all possible permutations of n bits, 2n!, therefore block-ciphers are more secure than bit-

ciphers. Unidimensional and n-dimensional encoding have been considered, measuring the

security level assured �rst in term of the years required to break the code, considering,

as in the previous case, the test of 107 codes per second and demonstrating that this

technique is robust against brute force code searching attack. Then the robustness against

chosen plaintext attack has been investigated, considering the number of plaintext bits

that a potential eavesdropper needs to know. This parameter is the lower bound security

parameter of modern cryptanalysis. The n-dimensional block-ciphering scheme results the

more robust against this kind of attack, while in bit-ciphering scheme just a single bit is

enough to intercept data.

Therefore, it is possible to conclude that bit-coding technique can be considered compu-

tationally secure against brute force code searching attacks, but it is vulnerable against the

other kind of attacks, whilst block-coding technique, with n-dimensional con�guration, re-

sults enough robust also against the chosen plaintext attack, increasing the con�dentiality

of an OCDMA network.

In collaboration with the Telecommunication Institute of Aveiro University, Portugal, a

di�erent proposal to increase physical layer con�dentiality in OCDMA transmission have

been studied. It makes possible the use of simple, cost-saving and o�-the shelf devices to

�encrypt� the signal before the transmission. The system is based on the introduction of

scrambling in the optical domain, in order to allow a transparent and all-optical processing

of the signal, with the aim of increasing the con�dentiality, preserving the total bandwidth

of the �bre. Optical scrambling is realized by the means of a cascade of OCDMA encoders

in each transmitter, that makes the bit overlapping, producing a signal fully distorted.

The measurement of such signal shows an eye-diagram with many level, so that the trans-

mission cannot be revealed by power or di�erential detection. Data signal is convolved

with two, or more, codes and the impulse response of the encoder chain is the convolution

between the codes: the more the codes are uncorrelated, the more the signal is degraded.

Therefore, the introduction of scrambling increases the degrees of freedom of the system,

forcing a potential eavesdropper to test all the possible combination between the codewords
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assigned to each user. The encoding devices are realized with SSFBGs, making simple the

implementation of the system, but also increasing the decryption di�culty of a potential

eavesdropper due to the tunability time of the gratings.

The exhaustive code search attack is considered, while the robustness against the other

two kinds of security attack could be the subject of further studies.

First, a P2P transmission has been considered, both in back-to-back and in channel

transmission con�guration, considering a 20-km �bre link, which is the typical distance

for a PON network. In both cases the system shows good performance in term of BER,

showing that only the user, who possesses the matching code, is able to reveal correctly

the transmission. The codes used are coherent time-spreading codes, the Kasami codes,

due to the large number of code words available with this family of codes and to their good

correlation property.

Then, two multiuser con�gurations have been considered to investigate the applicability

of the system in real networks. In this case, the critical point is the orthogonality between

the codes, because in a multiuser application to preserve the orthogonality of the channels

for OCDMA transmission, not only the code words must be orthogonal, but also the

convolutions between the pair of codes used in each channel. One and two interfering

channels have been considered to study the interference between them. Both con�gurations

present good performance in terms of BER, showing that the security level is preserved,

as in the case P2P transmission, and that the MAI noise helps in hiding the message

and, at the same time, the presence of the interfering channel do not a�ect too much the

transmission of the intended receiver.

In Chapter 3, the use of di�erent advanced modulation formats have been studied in

order to increase the performance of an optical system in terms of spectral e�ciency and

robustness against �bre dispersion.

OOK, DUOBINARY, DPSK and DQPSK, have been analyzed in an OCDMA trans-

mission, considering both incoherent and coherent encoding, by the use of OOCs and Gold

codes, respectively. The introduction of advanced modulation formats improves the spec-

tral e�ciency of the transmission, increasing the number of users that can simultaneously
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access the network. In both incoherent and coherent cases, DPSK and DQPSK improve

the performance of the system in terms of BER and, regarding the spectral e�ciency, the

DQPSK modulation seems to be the best choice because halves the bandwidth occupation

of the signal.

Then, the introduction of OFDM in optical networks have been investigated in order to

improve their performance. Optical OFDM seems to be a valid solution in optical technolo-

gies because meets the twofold requirement of mitigating the transmission impairments of

the �bre channel and of increasing the allowed data rate. Thanks to the low bandwidth

occupied by each subchannel, the OFDM is characterized by a high spectral e�ciency and

high tolerance to chromatic and polarization mode dispersions. These characteristics allow

to reach large distances, to hundreds of kilometers, with high bit rates, before signi�cant

distortions in the transmission, without any dispersion compensation.

Recently, optical OFDM has been also considered as a suitable application for passive

optical networks, because, along with the cited advantages, it allows to assign di�erent sub-

channel to di�erent ONUs, that can modulated independently each subchannel, increasing

the supported bit-rate and consequently the spectral e�ciency. Furthermore, di�erent ser-

vice can be associated to di�erent subchannels in a transparent way and the bandwidth

can be allocated dynamically between them.

A di�erent scheme to realize optical OFDM have been investigated, in collaboration

with the Technologic Telecommunication Center of Catalunya (CTTC). Exploiting the

properties of trigonometric transforms, such as Hartley transform, an optical OFDM system

can be simpli�ed, preserving the advantage of traditional OFDM system. Thanks to the

kernel of the DHT, frequency division and orthogonality are preserved, but at the same

time the number of devices necessary to process the signal is halved, realizing a simpler

and cost-saving system. Each symbol of the information sequence is modulated on two

symmetrical subbands, increasing the frequency diversity, moreover the IDHT and the

DHT are identical, therefore it is possible to use the same device to perform the processing

in both directions. Since the DHT transform of a real signal is still a real signal, this

simpli�es the conversion of the electrical OFDM signal in optical domain, by the use of
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intensity modulation and direct detection.

Preliminary numerical simulations have demonstrated the feasibility of the DHT-based

system, reaching distances useful for access networks, without equalization.

In Chapter 4, optical wireless is proposed as a valid alternative to wired optical connec-

tion for the last mile, in order to o�er a transparent and cost-saving solution for the access

segment of the networks, exploiting the same bandwidth of the �bre links.

In collaboration with the Istituto Superiore delle Comunicazioni in Rome, a transparent

free space optical system have been experimentally studied to eliminate the electrical-to-

optical-to electrical conversions typical of commercial opaque wireless optical systems,

exploiting the potentiality of optical connectivity, allowing the use of DWDM system to

increase the bit-rate and realizing a direct and fast connection for the access networks. In

transparent systems, the optical beam is transmitted directly into the air by a trunked �-

bre, by means of a system of lens able to collimate the beam over long distances. The beam

propagates in the free space and then, at the receiving side, it is directly focused into the

core of a standard single mode �bre, by the use of a GRIN lens, that allows a more e�ective

coupling. In the proposed system, the transmitting and receiving devices have been real-

ized over mountings that allow micrometers movements, necessary for a correct alignment

of the system; furthermore, the LOS is obtained with the use of a mirror in the optical

path, making the system more versatile. The system have been characterized in terms of

BER and Q factor. The e�ects of atmospherical conditions have been investigated, which

are in agreement with what expected from literature. Furthermore a DWDM transmission

have been tested, in presence of one and two interfering channels, showing that the per-

formance are not a�ected by inter-channel interference. The experimental measurements

have underlined the importance of mechanical stability of the system and the critical state

of pointing, that is an important aspect in free space optical technologies.
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